Atitit.如何预防对方商业间谍

**人力情报：官员海外亲属成为新目标**

传统的“人力情报”工作很简单也很刺激：打进来，拉出去。打进来，就是情报机构安排自己的人进入中国党政军与机密机构工作。“拉出去”就是通过情报经营人员或者代理人对在中国党政军与机密部门工作的人做工作（晓之以理、动之以情、授之以惠），把他们发展成自己的“资产”(asset)。

# 技术情报

与人力情报相对的就是“技术情报”——通过各种技术手段（窃听、监控、骇客等等）获得的情报。人力情报风险太大，从小的说“间谍”被抓，人财两空，从大的方面说，分分钟影响国家间之关系。所以，人力情报这些年已经大大减少，与此相应的技术情报，几乎没有风险，也毫无惊险之处，却铺天盖地而来

# 人力情报”渗透可以靠保密教育与加强防范意识

如果说抵制美国的“人力情报”渗透可以靠保密教育与加强防范意识，对人家的“技术情报”你就只能硬碰硬，靠过硬的技术了。当然，防范意识也是必须的，我今天讲一件憋在心里好几年的一个亲身经历给大家听…

**公开情报：不知不觉中，你我都是主角**

除了“人力情报”与“技术情报”外，我特别要强调的是“公开情报”——所谓公开情报就是从公开资料，通过公开合法的交往、交流中得到的有价值的信息与情报。就我的观察，对美国政策决策的影响，“公开情报”的作用已渐渐超过“人力情报”。通过公开途径获得的大量资料，经过情报分析专家或者“智库”的综合与整理，形成了相当有有份量的“情报”。

“公开情报”的主要来源是报纸杂志与互联网，以及政府官员、知识界与民间的交往。美国有大大小小一千五百多个“智库”，其中相当一部分收集与整理公开情报的能力超强。目前中国特色的民间智库才刚刚起步，由于受到诸多局限性，很多投入上亿的智库，实际对情报的处理与分析能力甚至比不上老杨头一个人的作用大，嘿嘿，改天不排除给他们开开课。

前几年出现的“维基解密”就很好的说明了美国政府参与的“公开情报”收集——美国驻华大使馆与领事馆官员通过同中国官员、知识分子、意见领袖与商人等知名人士的“私下”交往，喝茶、吃饭、联欢等等，获得了不少信息，通过一定的对照分析，整理成文字以加密电报的方式发回华盛顿，相关机构选取有价值的内容上报白宫，作为对话决策之依据，这就是典型的“公开情报”。——想一下，如果使馆报回去的“情报”不是通过公开途径获得，而是靠“人力情报”搞到的，那么密电曝光，间谍也就可能人头落地了。

我也曾经和外国大使馆重量级的政治参赞喝过一次茶，但我开门见山地说，鉴于我曾经在中国政府工作过，我不会讨论某些领域的任何问题，而且，我今天和你们的所有谈话内容都不保密，都有可能出现在我的博文里。我相信不管是哪个级别的（情报）官员，听了我这话，心中就都有数了，不会问一些不该问的问题。后来我发现“维基解密”还是被X 国使馆列为级别最高的接触对象，简直有点受宠若惊了，你懂的！

有人可能会问如何避免陷入“公开情报”的圈套中，我想对于不涉密的人士来说，根本不用过于介意，该接触就基础，言论自由与自由表达，不造谣不损害国家利益就可以了。至于涉密人士，一般没有专门受过训练的，过份热情地与那些善于“公开情报”收集的人接触，总归有些不妥。
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